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Drivers for 5G Private Networks

« Guaranteeing coverage

« Often in locations with harsh radio frequency (RF) or operating conditions or where public network
coverage is limited/nonexistent (e.g., remote areas).

« Gaining network control
» For example, to apply configurations that are not supported in a public network.

» Security and data privacy are also important. The ability to retain sensitive operational data on-premises
is crucial to high tech industrial companies.

* Meeting a performance profile

» Specifically, a profile that will support demanding applications. 5G has a clear performance advantage
over LTE and Wi-Fi in cyber-physical industrial systems.

Two categories for 5G Private Networks, aka Non-Public Networks (NPNs)

Standalone NPN (S-NPN) Public Network Integrated NPN (PNI-NPN)
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A wide variety of deployment scenarios

From single-site NPNs...

Enterprise site \

S-NPN with |
optional i

connection to the CI9
PLMN

_________

|
%)
gNB

Public macro RAN

PNI-NPN: network
slice provisioning
(on-premise UPF)

Enterprise site

Public macro RAN
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_________

aid SGROWTH

Public macro RAN

Public macro RAN

~— - =

Enterprise private
VPN (MPLS)

Telco Edge
Cloud (TEC)

2 @
SG@ME@UW

PNI-NPN: DNN
provisioning

PNI-NPN: network
slice provisioning (off-
premise UPF)



A wide variety of deployment scenarios
..to multi-site NPNs

PNI-NPN: network slice provisioning, no mobility support PNI-NPN: network slice provisioning, mobility support

Network slice (MNO Private Core) / Network slice (MNO private core)

MNO Publlc

Enterprise

o up
Private RAN

Public macro RAN lmca.' NPN

services

. Local NPN
Public macro RAN lservices

* Mobility support allows the device to connect to the public mass-market radio when going out from private radio
coverage. This requires...

« The use of public IMSI range for private networks
» The use of public PLMN ID for private networks configured in the SIM as preferred 1D
D W
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PNI-NPN as the medium-term goal

« S-NPN as a first step
o Full 5G network in-house, with indoor coverage
o No mobility support
o CAPEX and OPEX extremely high — only affordable by large-sized enterprises

 PNI-NPN as the next natural step
o Much more cost-efficient, facilitating the entry of new customers.

o Mind your business principle: customer focusing on use case (service logic), while relying on MNO
expertise for network related issues.

Network Integration in

Feasibility Network : : :
: installation and the company IT . Operation
study planning set-up infrastructure

« Simplifying stages and reducing times in the pipeline with network slicing
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PNI-NPN provisioning with network slicing

NSaaS$ Provider NSaaS Customer ¢ EXperimenting within 5G-PPP
dmi ical CSC-B . .
(VNG Admin el  ICT-17 facility operator as public network operator

[ « ICT-19 facility operator as private network operator
CsS

{ ICT-17 admin domain } —

ICT-19 admin domain

: '“-”' i JI‘” CSC-A / NOP-B
v NSI

Interworking &

Function

T r N ; ICT-17 Management System Exposure ICT-19 Management System
: Inrs il ] <
|||||m'+'ﬂh|m ] : I
1 ‘;, ?
1 A - I e e e e bbb L L L L LT Tl I B Sththat bbb L L L E AL RS LA LEE LI C et I
4 rd g
' NF (= NF Bl NF NF I DN NSI
Net-“ork anaaadiRit I/ T T 5 Hosted ICT-19 QI m
view ' Netiwork [Slide ‘ H‘HH ‘ ‘ ‘ £ s MEC Anp
‘_‘ﬁl ICT-17 App
7
3

Test portal

ters, subscriber emulation, endpoint emulation, background loz

* Network Slice as-a-Service (NSaaS)

» Slice a la carte, in terms of capacity
and functionality

Telco Core Cloud Telco Edge Cloud

Transport Network (xhaul) >

ICT-17 facility infrastructure

Network Analytics
GCol rameters,

Transport Network

ICT-19 facility infrastructure

Interconnectivity

* Provided by the MNO <

* Allowing tailored capability exposure
to industry verticals

Public Network Private Network

Non-Public Network (NPN)
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PNI-NPN: WAN connectivity services

Allowing conveying the data, control and management traffic between the private site and PLMN nodes (telco
edge node) hosting non-public VNFs/CNFs.

Solution Topology (0 5] Technology Underlay QoS COStu(Eii; o
IPSec PtP, MP, Mesh Layer 3 IP Shared Low Low
SD-WAN PtP, MP, Mesh | Layer 3-7 SDN Shared Low-Mid Low-Mid
Metro Ethernet PtP Layer 2 SONET Dedicated High Low-Mid

EPL PtP Layer 2 SONET Dedicated High High
MPLS VPN PtP, MP, Mesh | Layer 2-3 MPLS Shared Low-Mid Mid-High

EVPL PtP, MP Layer 2 MPLS Shared Low-High Mid-High

VPLS PtP, MP, Mesh Layer 2 MPLS Shared Low-High Mid-High
Wavelength PtP Layer 1 DWDM Dedicated High Low
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PNI-NPN: Capability Exposure

Network Exposure Function (NEF)

« Network monitoring, network control & configuration, payload interfaces for customers

« Transforming NEF APls to user-friendly APIs to hide complexity is a MUST

* Loss of connectivity

* UE reachability

* Location report
 Communication failure

UE connection UE status * No. of UEs present in an area
* Availability after DL data

* Set QoS: ad-hoc per
application flow with
prioritized QoS profile list

* Traffic influence (UPF
selection, routing decision)

. i olicies
Enable/dlzablte.EPanced P report Notification failure
. 0\{e'rage SStriction per * DL data delivery status
individual UE

* Roaming status

* Change the chargeable party CN type change (EPC <-> 5GC)

. loT and Low- * QoS suistanability
II.Z:aﬁkground Data Transfer power Network status . NF load information
olic
'y : : . . report * Network slice load information
* Device triggering communication

* Expected network behaviour

* Non-IP Data Dlivery (NIDD
ivery ( ) parameters (NWDAF-assisted)
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Building the data system for PNI-NPN scenarios

Beyond 3GPP scope

s. Telefénica

Enriching NEF with data from other sources, including infrastructure nodes, SDN controllers, OSS (e.g.,
performance measurements, fault alarms) and even O-RAN defined RAN Intelligent Controller (RIC)

MANO
DC and WAN / Data Aggregator \ RN
SDN SDN related data
controllers Data fm= == === - DataFabric
Source
ontex roker ,b
Context Brok %6,5&/,/
- CRY
\ Context Registry @ Q%,/,

4
Data Aggregator ,/

gNB EM’s

’ //,
’ Data .
—————— » Data Fabric Vi Data
NEF,-- Source > Consumer

Context Broker

Context Registry

A %“&
e~

aid SGROWTH 5G@M\®UW

Data Aggregator

Data Fabric

Context Broker

Context Registry




The Core Element: 5Growth Data Aggregator

) o NGSI-LD
T <4— NGSI-LD API: Senld notifications Coritoxt Broker}

|
1
|
|
Source |
connector i
1
I Metric A Metric B
: : - etric
: Topie.X Metric B = avg(Metric A) URI Data Consumer
I Topic Y
i
A \ I \ 4 Collection Agent ¢ Dispatch Agent
1 \A N !
Data | . C|| ....... t dt ....... - ” _
o B Ollect data } Apache NiFi Apache Flink Apache NiFi
J
/ Aggregation Agent
Read topic X Write topic Y

Stream
Processing

Telefénica

\4_
; Kafka
Bainn s J

ald SCROWTH

f

NGSI-LD API: Navigate tree +
Define data pipeline

........................................ . Data
..... Dellverdata Consumer JJJ

Dtspatch
connector
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